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MMPOBJIEMA HEJOCTATHBOI ATAIITUBHOCTI TPAJIUIINHAX CUCTEM
MEPEKEBOI BE3NEKHU 10 CYYACHUX KIBEP3AI'PO3:
AHAJII3 TA IIVIAXHW BUPIIINEHHSA

Tpaouyiiini cucmemu mepedcegoi 6esneku, wo 0A3YIOMbCA HA CMAMUYHUX NPABULAX A CUSHAMYPAX, GUAGIAIOMbCS
HeegheKmueHuMU NPOMuU CYyYACHUX a0anmueHux Kibepzazpos, 3okpema Advanced Persistent Threats (APT), zero-day excnioiimie ma
Al-eeneposanux amax. B pobomi npogedeno cucmemamuunuil ananiz eiokpumux naykosux nyonixayiv 2020-2025 poxieé 3 memoro
odocniodcents npobremu HedOCMAamHboi A0anMUEHOCMI ICHYIOUUX cucmem 6e3neKu ma aanizy MONCAUBOCMeEl 3ACMOCY8ANHS
wmyunozo inmenekmy (Al) ma eenuxux mosHux moodeneu (LLM) ons it eupiwenns. Jlocniodcenns niomeepodicyioms Cymmeege
NiOBULEeHHS WBUOKOCTI BUABTIEHHS 3a2p03 Npu eukopucmanti Al-piwens y nopienauni 3 KiacuyHumu nioxodamu. Benuxi moemi
MoOeni nNPOOeMOHCMPY8anu NOMeHYian y 2any3i ananisy po3gioku 3a2po3 ma opeauizayii 6e3nexu, 00HAK NOCMaroms NUMAHHA ix
cmitikocmi 00 amax ma iHMepnpemo8aHoCmi piliets.

Knruoei cnosa: mepescesa Oesnexka, adanmueHi cucmemu, WMYYHUUl iHmenekm, 8eiuxi MOGHI MoOeli, MAuuHHe
HABYAHHA, CUCEMU GUABIEHHS GMOP2SHEHb, NOACHIOBAHUN WMYYHUL IHMEIeKM.
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THE PROBLEM OF INSUFFICIENT ADAPTABILITY OF TRADITIONAL NETWORK SECURITY
SYSTEMS TO MODERN CYBER THREATS: ANALYSIS AND SOLUTIONS

Traditional network security systems based on static rules and signatures prove ineffective against modern adaptive cyber threats,
particularly Advanced Persistent Threats (APTs), zero-day exploits, and Al-generated attacks. Contemporary digital transformation is accompanied
by exponential growth of sophisticated cyberattacks characterized by increased complexity, autonomy, and adaptability that fundamentally challenge
conventional security paradigms. This study conducts a systematic analysis of open scientific publications from 2020-2025 to investigate the problem
of insufficient adaptability in existing security systems and analyse the potential applications of artificial intelligence (A1) and large language models
(LLMs) for addressing this challenge.

The research methodology encompasses comprehensive evaluation of various Al-based approaches including ensemble methods, hybrid
CNN-GRU architectures, Transformer-based models, and specialized large language models adapted for cybersecurity contexts. Particular attention
is given to comparative analysis of effectiveness metrics across standardized datasets including UNSW-NB15, NSL-KDD, CIC-IDS2017, and CSE-
CIC-IDS2018.

The research confirms a significant improvement in threat detection speed and accuracy when using Al-based solutions compared to
classical approaches, with accuracy rates reaching 87-99.68% while maintaining controlled false positive rates. Ensemble approaches and
genetically optimized hybrid CNN-GRU architectures demonstrate exceptional capability for dynamic adaptation to new attack types without manual
intervention. Large language models have demonstrated substantial potential in threat intelligence analysis, automated security orchestration, and
proactive threat prediction, with specialized models like CyBERT achieving 94.4% accuracy in security claim classification.

However, critical questions arise regarding their resilience to adversarial attacks, interpretability of decision-making processes, and
computational overhead in real-world deployment scenarios. The study identifies key challenges including catastrophic forgetting, the need for
explainable Al mechanisms, and requirements for continuous learning capabilities to address rapidly evolving threat landscapes. The findings
emphasize the transition from reactive to proactive security paradigms through implementation of adaptive, self-learning systems capable of real-
time threat prediction.

Keywords: network security, adaptive systems, artificial intelligence, large language models, machine learning, intrusion detection systems,
explainable artificial intelligence.
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IMocTaHoBKa Mpo0/ieMH y 3araabHOMY BUTIsI
Ta 1i 3B’ S130K i3 BAXKJIMBUMH HAYKOBUMH YU MPAKTHYHUMM 3aBIAHHIMHI
CydacHa mudpoBa TpaHcopmallisi CyCHiIbCTBA CYMPOBOMIKYETbCS EKCIIOHEHITIAIBHUM 3POCTAHHSIM
Kibep3arpo3s, mo XapakTepu3yThCs MiIBUIICHHSIM CKIaIHOCTI, aBBTOHOMHOCTI Ta aJalTUBHOCTI aTak. 3a TaHUMHU 3BIiTYy
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WEF 2025 [10], xibepaTaku 3 BUKOPHUCTAaHHSAM INTYYHOTO iHTEJEKTY CTAaHOBIISATH OJIHY 3 HaHCEPHO3HINIUX 3arpo3
riobanbHil Oe3meni. TpaauuiiiHi cucremu MepexeBoi Oe3nexky, 0a30BaHI Ha CTATMYHUX INPaBUIIaX Ta CUTHATYypax,
BUSIBIISIIOTECST HeepekTuBHUMU npotu Advanced Persistent Threats (APT), zero-day excroiitiB Ta Al-reHepoBanux
aTax.

OcHoBHa MpobiieMa MoJsTrae y QyHAaMeHTaIbHIA HECTPOMOXKHOCTI TPATUIIIMHUX CHCTEM aJalTyBaTHUCS JIO
JMHAMIYHOT NpUpoay cydacHuX KiGepsarpos. IIpaBuio-opieHToBaHI cucteMu Oe3MeKH, po3poOIieHi IS BHSBICHHS
BIZIOMHX MAaTEPHIB aTaK, He 3/1aTHi €(pEeKTUBHO IPOTHCTOSTH HOBUM THUIIAM 3arpo3, 110 €BOJIOLIOHYIOTh IIBU/LIE, HIXK
OHOBIIIOIOTECS] CHTHATYpHi 6a3u [19].

s mpobnema 6e3mocepeHBO MOB'A3aHa 3 KPUTHIHO BAXKJIMBIMHU HAYKOBUMH 3a7]a4aMH PO3BHUTKY aJall THBHUX
cUCTeM KiOepOe3nekn Ta MPaKTHYHUMH BHKIIMKAMH 3aXHCTy KPUTHYHOI iHQPacTpyKTypH. BincyTHICTE epeKTHBHUX
Al-6a30oBaHuX pillleHb A7 BUSBJICHHS Ta HEHTpali3amii CyYacHUX 3arpo3 CTBOPIOE CHCTEMHHN PU3HK IS EKOHOMITHOL
Ta HaIlOHAILHOI OE3IIEKH.

AHaJti3 1ocaigKeHb Ta myoaikamin

OcranHi HayKoBi mpaii y cdepi MepexeBoi Oe3MeKH 3acBiUylOTh aKTUBHHH PO3BHTOK CHUCTEM BHSIBICHHS
BropraeHs (IDS) Ha OCHOBI IITyYHOTO iHTENEKTY Ta MIMOMHHOTO HaBYaHH:. 30Kpema, jociipkeHHs Alshammari Ta
Alsaleh [1] 30cepemkeHe Ha 3aCTOCYBaHHI IHTEIEKTYJIbHUX MOAEIEH 1715l BUSIBJICHHS HEBIZIOMHX aTaK y TPaHCIIOPTHUX
cHcTeMax, IO ITiAKPECIIOE BAXKIMBICTh BUKOPUCTAHHS THYYKHX aJITOPUTMIB y TUHAMIUYHUX cepeJoBUIIax. ¥ poborax
Imrana ta cmiBaBT. [2] Ta Zhang i Wang [3] o0rpyHTOBaHO JOIUIBHICTh 3aCTOCYBaHHs riOpunHux apxitektyp CNN-
GRU ta GA-CNN, sKi 3a0€3Me4y0Th BUCOKY €(EKTHBHICTE 3aBISIKH 0araTOpiBHEBOMY BIITyUEHHIO O3HAK.

Oco0imBy yBary mpuaiieHO aHcaMOneBUM MeTonaM. Tak, Emanet ta xomerm [4] 3ampormoHyBamud MOJIENb
VEL-IDS Ha oCHOBI IpaBuia ToJIOCYBaHHS, M0 JIEMOHCTPYE IOKpAIleHy TOYHICTh y CKIIaMHHUX cIeHapisx. Mohale Ta
Obagbuwa [5] HaromomyoTh Ha Ba)KIMBOCTI BUKOPHUCTaHHS mosicHoBaHoro LI nms migBHIIEHHS MPO30POCTI, IO €
KPUTHUYHIM JUTS IPaKTHIHOTO 3acTocyBaHHA IDS y kopnopaTuBHIX Mepesxax. [lopsn i3 M Chavan i Alone [6] moka3amnu
BHCOKY pe3yJbTaTHBHICTE anroputMiB Random Forest Ha kmacnaanx Habopax maHux, 30kpema CIC-IDS 2017.

HoBuMm HampsiMoM cTanu apXiTeKTypH Ha 0CHOBI TpaHcdopMmepiB. JocnimkenHs Long ta iH. [7] miarBepmkye
e(EeKTHBHICTh LOTO MIIXOAY U 3aXHUCTy XMapHHX OOUYMCIIIOBaIbHHX cepefoBuil. Bomnouac pobora Mezzi Ta
criBaBT. [8] akueHTye Ha OOMEKEHHAX BEMKMX MOBHHMX MOJEJIEH y KOHTEKCTI KiOeppOo3BiJKH, BKa3yIOUn Ha PU3UKU
HEHAJIITHOCTI Ta reHepaii mommwikoBux naHux. Hapemri, Chen i3 kojeramu [9] po3poOmiu GaraTopiBHEBY MOJCIb
VAE-GRU-XGBoost, sika moeaHye METOAM TIHMOMHHOTO HABYAHHS Ta OYCTHHTOBHX QJTOPUTMIB, 3a0e3meuyroun
MIBUIIICHY TOYHICTh Kiacuikarlii aTak.

TakuM 4MHOM, aHaJi3 JOCIiHKEHb AEMOHCTPYE IMOCTYIIOBUI MEPEXi Bifl TpaAULiHHAX CTATUCTUYHUX METOIIB
0 OaraTopiBHEBHX Ta aJallTUBHHUX apXiTEKTyp, IO IHTETPYIOTh INTYYHHUN IHTEIEKT, MOSCHIOBAHI MOJIENI Ta BEIUKI
MOBHI MOJIEIIi, aJie TAKOK BUABIISIE BUKJIMKH OO0 1X HAIIMHOCTI i iHTepmpeToBaHoCTi [1-9].

@DopMyIIOBAHHA Lijel cTaTTi

Mertoro podoTH €: aHasi3 TpoOJIEMH HEJOCTATHHOI aJalTHBHOCTI TPAIUILIIHHAX CHCTEM MEPEXeBOi Oe3reKn
JI0 CydacHUX Kibep3arpos, ieHTrdikalis KJIr4oBuX 00OMeXeHb CUCTEM, 110 0a3yIOThCs Ha ITPaBUIIaX Ta CUTHATYpax, y
KOHTEKCTi 0OpOTHOM 3 AMHAMIYHUMH Ta €BOJIOLIOHYIOUMMH THUIIAMH aTaK, a TAKOXX OKPECJICHHS IUISIXIB BUPIIICHHS
i€l npobseMu uepe3 BIPOBAKEHHS aIalTHBHUX TEXHOJIOTIH IITYYHOTO IHTEIEKTY Ta MallMHHOTO HAaBYaHHSI.

Buxsiax ocHOBHOro MaTepiaiy
IIpupona npodeMn HeAOCTATHLOI AJaNITUBHOCTI TPAAMIIITHNX cHCTEM

3a ocTaHHE MECATUIITTA MEpeKHA Oe3leKa EBOJIOI[IOHYBajla BiJ CTpATerid 3aXUCTy MEPUMETPY 0
0araTomapoBUX apXiTEeKTyp, 3MATHAX MPOTHIISATH 0araToOCTaIiifHAM i BUCOKOTEXHOJIOTIYHIM 3arp03aM y MepeKeBOMY
cepenoBui. TpaaumiiiHi 3ac00M Ha OCHOBI CHTHATYP 1 CTATHYHIX MPABII J€/[aJli YACTIIIE BUSBITIOTHCS HEMOCTATHIMHA
NPOTH CyYacHHX aTak, 30kpeMa APT, zero-day ta Al-reHepoBaHnX mIKiAnMBHX MarepiainiB. IlapanensHO CKIIaAHICTD
1HPPACTPYKTYp 3pOCTae yepe3 MOMMPEHHS XMapHUX cepBiciB, 0T Ta MOOITFHOTO MiIKITIOYEHHS, IO CTBOPIOE HOBI
TUIOLIMHY aTaK, He TIOBHICTIO IIOKPUTI KJIACHYHUMHU MEXaHi3MaMH 3aXHCTY.

Hocmimxennst [20] minTBepluKye, MO CHCTEMH HA OCHOBI CHUTHATyp 1 CTaTMYHHUX MpaBWI HE 37aTHI
aJIalTyBaTHUCS JI0 HOBUX TTaTEpPHIB aTak 0€3 pyyHOro BTPy4YaHHs eKcHepTiB 3 Oe3neku. e cTBOproe KpUTHYHUI PO3pHB
y 4aci MK MOSIBOIO HOBOT 3arpo3u Ta 1 BKIIOYEHHSIM JI0 CHCTEM 3aXHCTY, 10 MOXKE CTAHOBUTH BiJl KIJIbKOX JHIB 10
KUTBKOX MICSIITiB.

V nocmimxenni Security Operations Centers (SOC) [21] BusiBneHi ki1to4oBi mpobiaemu signature-based cucrem
BUSIBJICHHS] BTOPTHEHb!

- HU3bKa CIeNN(IUHICTh: OUTBIIICTE TPAaBUII TeHEPYIOTh 3HAUYHY KUTbKICTh XMOHOTIO3UTHBHUX CIIPALlbOBYBAaHb,
1110 ITPU3BOJIUTS J10 "BTOMH BiJl CIIOBIIIEHb" cepesl aHATITHKIB;

- oOMe)xeHe MOKPHTTS: 3HauHa YacTHHA MPaBMJI HIKOJIM HE CIpalbOBY€E, a HEBENMKa YacTKa BiIINOBiJaE 3a
OLIBIIICTD CIIOBIIIEHD

- HEMOJJIMBICTh BHSIBJIEHHA zero-day arak: CHCTEMH MOXYTb BUSIBISITH JIMINE Ti 3arpo3u, JUIA SIKHX
HoNepeHbO CTBOPEHI CUTHATYPH.

Ha mpomy Timi mporpec y IITyYHOMY IHTENEKTI Ta MAIIMHHOMY HaBYaHHI BiIKPHB MOXKJIHMBOCTI IS
IHTEJIEKTYalbHOTO BHSIBIICHHS 3arpo3, aBTOMAaTH30BAaHOTO pearyBaHHS I MPOTHO3HOI aHANITHKH, MPUCKOPHBIIN
MIePEexij] Bii CTATUYHUX CHCTEM JI0 QJalTUBHUX TIATPOPM.

I'mubunne HaBuanHa (30kpema CNN, LSTM, GNN) noBeno eheKTHBHICTh y PpO3IMi3HABAHHI CKJIATHUX
BEKTOpIB aTak 1 aHOMalif, M0 He iAeHTHU(IKYIOTHCS CUTHATYPHHMH METOAAaMH, TOAl AK aHcaMOJIeBi MigXoau
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320€3Meuy0Th BUCOKY TOYHICTb 1 3HIDKEHHS XMOHOTIO3UTHBHHX CIIPAIlbOBYBaHb y TETEPOTEHHUX cepeaoBuIax. Bemuki
MoBHi Mozeni (LLM) Binkpuiu Nuisx 10 aBTOMaTH3allii aHai3y PO3BIIIaHNX, €KCTPAKIIIT IHIUKATOPIB KOMIPOMETAIIi1,
reHepaii MoJiTUK Oe3NeKy Ta MOKpaIleHOol o JuHO-MamHHOI B3aemoii y SOC. BrnpoBamxenns Al y npakTudsi
CHUCTEMU BWSBJICHHS CYNPOBOJKYEThCS 3a(iKCOBAaHMM IIiABUIIEHHSM TOYHOCTI 1 MOMITHUM CKOPOYEHHSIM
XMOHOTIO3UTUBHUX CIIPAllbOBYBaHb IIOPIBHSHO 3 KOHBEHIIMHMMH 3aco0amu; iHTerpamis anroputmiB ML i3
MOHITOPUHIOM Y peajlbHOMY 4aci IIPUCKOPIOE pearyBaHHs OpraHi3awiil Ha IHIUJCHTH.

BomHouac 3pocTae kiac HOBUX pPH3HMKIB: arakn Ha cami Al-monerni, 3J70BXHBaHHS TI'€HEPAaTHBHUMHU
IHCTpYMEHTaMH U MacIITabOBaHOTO (iIIMHTY Ta COWiaJIbHOI IHXKEHepil, BPa3IUBOCTI 10 MAHIITYJIATUBHUX BIUIHBIB
Ha LLM, a TakoX MATaHHS MOSCHIOBAHOCTI, CTIHKOCTI Ta 004HCIIOBaIEHOL BapTocTi. Lle BUCyBae BUMOTH 10 PO3BUTKY
MOSICHIOBAHOTO IITy4HOTO iHTENeKTy (XAI), mimBUIIeHHS CTIHKOCTI CHCTEM Ta BIIOBITAIFHOTO BIPOBAIKCHHS
AI/LLM y npouiecu BUSBIICHHS I pearyBaHHS.

Takum gmHOM, iHTerparis Al Ta LLM y MepexxeBy 0e3meKky 3HaAMEHY€ Iepexil] Bill MPaBMIO-Opi€HTOBAHMX
CHUCTEM JI0 IHTEJIEKTYaJIbHHX, aJalTHBHUX 1 CAMOHABYAJIBHHUX IUIAT(OPM, IO MOEAHYIOTh MOBEIIHKOBY aHANITHKY,
BUSIBJICHHSI aHOMaJii i aBTOMaTH30BaHe pearyBaHHs. Y Liil poOOTI 3aCTOCOBAHO CHCTEMAaTH4HUH aHajl3 BIAKPHUTHX
myOmikaiii 3a 20202025 pp., y3aranpHeHo notouHi MoxmBocTi AI/LLM y MepeskeBiii Ge3melri if OKpecIeHO KITF0Y0BI
BUKJIMKHU Ta HAIPSIMKH OAAJIBIIOT0 PO3BUTKY.

CyuacHi npo0sieMmu MepexeBoi 0e3neKu

HesBakaroun Ha IIBUAKMH pO3BUTOK METOAMK, TEXHOJIOTIH Ta MeXaHIi3MIB 3axucTy iHpopmamii y
KOMIT FOTEPHUX CHCTEMax, Ha ChOTOAHI iCHY€ psi MpobiieM MepeskeBoi Oe3MeKH, K MOCTIHHUX, TaK 1 MPUTAMaHHUX
KOHKpETHOMY Hepiony. Po3risiHeMo 0CHOBHI 3 HUX.

EBouaonis kiéep3arpo3. CydacHwuii tanamadt Kibep3arpo3 XxapakTepHu3y€eThCs 3pOCTaHHAM CKIIATHOCTI aTak,
BUKOPHCTAHHSIM TEXHIK YHUKHCHHS BHUSBJICHHS Ta MIMPOKUM 3acTOcyBaHHIM Imn¢pysanHs [1]. Advanced Persistent
Threats (APT) ta zero-day ekcIuioiiTu cTaim OCHOBHAMH BUKIMKAMH [UIS TPATUIIIHHAX CUCTEM OE3MEKH, 0 3MYIITy€e
Oprasizaiii HepeXoAuTH O OUTBII IHTETICKTYaNbHUX PIllICHb.

3rigHo 3 nmocmipkeHHAMH Ha Habopi manux AWID, skuit mictuth pisHOMaHiTHI THnu loV-arak, HaBiTh
yIOCKOHAJICH] CUCTEMH BHSIBJIICHHS IOCATAIOTh MaKCUMYM 94% TOYHOCTI NpH 30€peKEeHH] MPUITHATHOTO PiBHS XUOHUX
cnpaiboByBaHb y 3% [1]. Ile migkpeciroe HEOOXiqHICTh MOAIBIIOTO PO3BUTKY METOIB MAIIMHHOTO HABYAHHS IS
KiOep3axucry.

Bruiue mmppysanns ta IloT. Macose Brposapxernns HTTPS, TLS 1.3 Ta iHIIMX npoTOKoJiB MK pyBaHHS
00Mex)ye MOXIMBOCTI rmnbokoro ananizy nakeriB (DPI), mpuMymniytoun cucteMu O0e3neKy MoKJIaIaTHCsl Ha MeTaaaHi
Ta MOBEIHKOBI iHAMKaTopH [2]. BonqHouac ekcnoHeHniansHe 3poctanHs [oT-npucTpoiB cTBOPIOE HOBI BEKTOPH aTaK i
BHMaArae creliaai3oBaHuX MiIX0/IIB 10 BUABICHHS aHOMaIii.

Excnepumentu 3 Habopamu mannx UNSW-NBI15 ta NSL-KDD moka3ytots, mo riopugai CNN-GRU-FF
MOJIeNi 37aTHI JocsraTa KoedimieHTiB BusBIeHHS 98.22% Ta 99.68% BiNMOBITHO, IO POOUTH IX MEPCIIEKTUBHUMH IS
3axucty loT-cepenosui [2].

IIpo6sema XHOHOMO3UTHBHUX CHPanbOBYBaHb. OnHI€I0 3 HaWKpUTHYHINIMX npobiem peanbHux IDS e
BUCOKMIT piBeHb false positives, 1m0 Mpu3BoIUTH 1O "BTOMHM BiJ| CHOBIlIEHb" Ta 3HMKeHHs edexTuBHOCTI SOC-
aHamiTUKIB [5]. JlociikeHHS MOKa3yI0Th, 1110 JUIsi IPOMHUCIIOBOTO BIIpoBapkeHHs: HeoOxinHuid FPR Hikue 0.1%, o
JIOCSITaeThCs JINIIE HAOLIbII Cy4acHUMH aHcamOi1eBuMu Metonamu [3][4].

TakuM YMHOM, CydyacHi BHMKIHMKHM MEpEXeBOI O€3leKd YiTKO JEeMOHCTPYIOTh OOMEXEHICTh TpaJuliiHHUX
MIXO/IB 1 MiIKPECIIOI0Th MOTPedy Y BIPOBaKEHHI HOBUX 1HTEJIEKTYaJbHUX PIllIEHb, 3aTHUX THYYKO a/laliTyBaTUCS
JI0 MIHIUBOTO JIAHAIA(TY 3arpo3.

Metoau Al ta LLM y mepeskeBiii 0e3meni

Came Ha IbOMY eTami Jemaii OUTBIIOi aKTyaJhbHOCTI HAOYBAIOTh TEXHOJIOTII MITyYHOTO IHTENEeKTy. BoHu
JI03BOJISIFOTH HE JIMIIE ITIBUIYBATH TOYHICTh BUSBICHHS aTak, aje W 3HWKYBaTH piBEeHb XHMOHMX CIIPAIlbOBYBaHb Ta
e(peKTHBHIIIIEC aHaJI3yBaTH BEJIHKI 00CITH MepexkeBoro Tpadiky. OcoOIMBO MepCIeKTUBHIMHA BBaXKAIOTHCS aHCAMOIICB1
Mozeni, TiOpuIHI HelipoMepekeBl apXiTeKTypH Ta CydacHI Himxoam Ha ocHOBI LLM, ki CyTT€BO pPO3LIMPIOIOTH
MOJKJIMBOCTI aBTOMaTH3alii y chepi kibep3axucry.

AHcam0ueBi migxoau. AHcam0ieBe HaBYaHHS JIEMOHCTPYE 3HAa4yHI II€peBard IMOPIBHSAHO 3 OKPEMHMH
kiacudikaTopaMu 3aBISKH 3JaTHOCTI KOMOiHyBaTH mepeBaru pisHux anroputmiB [4][6]. Hocmimkenus VEL-IDS
mokasaino, mo moegHaHHs Decision Tree, Extra Trees Ta Logistic Regression 3 BaroBUM ToloCyBaHHSIM JIOCATa€e
TouHOCTI 98.82% Ha Habopi CSE-CIC-IDS2018 mpu ckopoueHHi yacy HaBuaHHS 3 24 10 6.42 xBunuH [4].

Excniepumentn 3 Random Forest ma natopi CIC-IDS2017 miaTBepmKyloTh epeKTUBHICTh aHcaMOIEeBHX
METOJIIB, TEMOHCTPYIOUH TOUHICTh 97.20%, precision 96.80%, recall 96.50% ta F1-score 96.70% 3 AUC 0.97 [6]. Li
pe3ysbTaTh 3HAYHO MEPEBUILYIOTh TOKa3HUKU OKpeMUX KiacudikaTopis, Takux sk SVM (93.50%) abo Decision Tree
(91.80%).

I'iopuani CNN/GRU apxitextypun. KomOinyBanus Convolutional Neural Networks (CNN) s
mpoctopoBoro aHaimizy Ta Gated Recurrent Units (GRU) ans yacoBux 3aje:XHOCTEH NMOKa3y€e BHHATKOBI pe3yJIbTaTH
[2][3]. Monens CNN-GRU-FF 3 nozgiitanm mrapom BUIiUIEHHS 03HAaK Ta Moan(ikoBaHOtO focal loss dyHKItiero gocsrae
koedimientiB BusBieHHA 98.22% ma UNSW-NBI5 Tta 99.68% na NSL-KDD npu HU3BKHX pIiBHAX XHOHHX
CIIpaIbOBYBaHb [2].

Onrumizanis reHetnaanMu anroputMamu (GA) nomatkoBo mokparnye edektuBHicth CNN-GRU wmepex.
JocnimkeHHs: Ha MPOMUCTIOBHUX CHCTeMax yIpasiiHHs nokazano, mo GA-CNN-GRU nocsrae koedimieHTa BUSBICHHS
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96.97% nipu HamBuyaitHo HU3bKOMY FAR 0.0947% Ta waci Hapuanns jmme § cekyHn [3].

Transformer-apxitexktypu. 3actocyBanns Transformer-moneneid y mepexeBili Oe3mewi BigkpuBae HOBI
MOJKJIMBOCTI JIJIs aHAJi3y MOCTiIOBHOCTEH MepeskeBoro Tpadiky [7]. Transformer-based mingxoam g0csararTh TOYHOCTI
noHag 93% Ha Hadopi CIC-IDS2018, mo € nopiBHsanM 3 CNN-LSTM MoaensiMu 1mpu 3Ha4HO Kpailiii 34aTHOCTI 10
3aXOILTIEHHS TT00aIbHUX 3aJIeKHOCTEH [7].

Baratomacmra6ni Transformer-apxitektypu 3 Cross Feature Enrichment (CFE) nemMoHCTpyOTh HOJasbINE
MOKpAIIEHHs Pe3ybTaTiB 3aBASKH e€(DEKTHBHOMY MOEIHAHHIO O3HAK PI3HUX MacIITadiB Ta BUKOPHUCTAHHIO attention-
MeXaHi3MiB JJIs BUSIBIICHHS TOTEHIIITHUX CIi/liB BTOPTHEHD.

Beauxki moBui Moaesai B CTI. LLM moka3ytots nepcuektuBu y cdepi Cyber Threat Intelligence, ame 3
oomexxenusamu [8]. Hocmimkeras CTIBench BusBIiO, mo monpu 3asBICHI BHCOKI MOKa3HUKH TOYHOCTI (mo 89% y
neskux podorax), LLM neMoHCTPYIOTh IpoOIeMH 3 Y3TOIKEHICTIO Ta HaJIMIPHOIO BIIEBHEHICTIO IIPH aHAIi31 pealbHUX
3BITiB po3BinKH 3arpo3 [§].

OcHogHi 3actocyBands LLM y CTI Bkio4aroTh:

- aBTOMaTUYHY aHOTallilo Ta Kiacu]ikalliio 3BITiB 3arpo3;

- BUAIIeHHs iHAnKaTopiB koMmnpomeraii (IoC);

- TeHepallilo CTPYKTYPOBaHUX JAaHHUX 3 HECTPYKTYPOBAaHUX JKEPEI;

- miarpuMKy SOC-aHaJITUKIB y IPIOpUTH3aLil Ta MOYaTKOBOMY ONpAIIOBaHHI IHIIMACHTIB;

Orxe, cydacHi Al Ta LLM-pimieHHs BigKpWBarOTh LIMPOKI MOJIMBOCTI I KiOep3axwcTy, aje iXHs
NpaKTHYHA IHHICTh Ma€ MiATBEPIKYBATHCh KOHKPETHUMH €KCIIEPUMEHTaMH, TOKa3HUKAaMH TOYHOCTI, IIBHIAKOIIT Ta
y3arajJbHIOBIbHOI 31aTHOCTI. CaMe Il aCMEKTH 1 CTaloTh MPEIMETOM MOPIBHAIBHOTO aHAI3Y.

HopiBHsabLHMI aHATI3 MeTOIB

Y mpoMy po3mii 3MiHCHIOETECS CHCTEMAaTHYHE 3ICTaBICHHS Pe3yibTaTiB Pi3HUX MiAXOIIB, IO HO3BOJISIE HE
JIMIIE OI[IHUTH PiBEHb IXHBOI €(PEKTHBHOCTI, aJie i BUSBUTH CHIIbHI Ta CIa0Ki CTOPOHH KOXKHOTO 3 HUX y KOHTEKCTI
peambHUX yMOB BHKOpUCTaHHA. OcoONMBY yBary Oyae HPHAUICHO BIIMIHHOCTAM MiXK HaOOpaMH JaHUX, YACOBUMH
XapaKTEepUCTUKAMH Ta 3[AaTHICTIO MOJENel 10 y3arajbHEeHHsS, L0 € KPUTUYHUMHU (pakTopamu Ui MPOMHUCIOBOTO
BIpOBaKeHHs. Takox Oyie mpoBeJieHa OI[iHKA BXKE ICHYIOYHX PIllICHb.

PizHi HaOopu naHMX AEMOHCTPYIOTH BIAMIHHOCTI y CKJIAJHOCTI Ta PENpPE3CHTAaTHBHOCTI Cy4acHHX 3arpos.
UNSW-NBI1S5, sik oauH 3 HalOUIbII peaTicTHYHUX HA0OpPIB, NOKa3ye HUKYi aOCOIIOTHI 3HAYEHHS TOYHOCTI ITOPIBHSHO
3 CHHTETUYHUMHU HabopamH, ajie Kpallli pe3yJbTaTH y3arajibHeHHs [2, 5].

Hocmimxenns 3 XGBoost ta CatBoost Ha UNSW-NB15 nocsirnu tounocti 87% mpu FPR 0.07 Ta FNR 0.12,
II0 MiAKPECITIOE BaXXIINBICTh BHOOPY BiAMIOBITHOTO HA0OPY JaHUX A ouiHKH [5]. BomHoUac excriepuMenTH 3 ensemble
METOAAaMH Ha O1ITbII 30alaHCOBaHMX HaOOpax MOKa3yIOTh 3HAYHO BHIII pPe3yNbTATH.

Tao6mmms 1
OcHoBHi kaTeropii 3arpo3 Ta Al-pimenns
Kareropis 3arpo3 Al-pimenns PesyabTaTn Haoip 1anux
Mepexesi ACIDS (CNN + SMOTE Accuracy: 94%, AWID
BTOPTHEHHSI + Open-set) DR: 100%, FAR: 3% [1]
Amnomaii Tpadiky GA-CNN-GRU DR: 96.97%,
IoT ONTUMI3AIisA FAR: 0.0947% [3] CICIDS2017
Bararoxnacosa DR: 98.22% (UNSW), UNSW-NBI1S5, NSL-
JleTeKuis CNN-GRU-FF 3 focal loss | g ce04' (NSL-KDD) [2] KDD
. . Ensemble VEL-IDS Accuracy: 98.82%,
IIpomucnoBi Mepexi (voting) wac: 6.42 xB [4] CSE-CIC-IDS2018
. . Accuracy: >93%,
XMapHi cepegoBuIa Transformer + attention HopiBHsHO 3 CNN-LSTM [7] CIC-IDS2018

Tabnums 2
HopiBHsiabHa edexkTuBHiCTE MeToaiB 11
Metog Haoip ganux EAo/cc)uracy FPR/FAR (%) HonatkoBi merpuku | I:kepesio
(1)
Random Forest Precision: 96.80%,
(ensemble) CIC-IDS2017 97.20 - AUC: 0.97 [6] JCA
. (V)
GA-CNN-GRU | CICIDS2017 | - 0.0947 DR: 96.97%, wac PLOS
HaB4YaHHS: 8¢ [3] One
CNN-GRU-FF NSL-KDD - Huzpkuit DR: 99.68% [2] Springer
CNN-GRU-FF UNSW-NBI15 - Huzpkuit DR: 98.22% [2] Springer
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Meton Haoip nannx (Ao/cc)uracy FPR/FAR (%) HonaTkoBi merpuku | [l:kepeiio
()

VEL-IDS CSE-CIC- F1:97.65%, uac:

(DT+ET+LR) | IDS2018 98.82 118 6.42 xB [4] Peer]

XGBoost/CatB 1m0 .

oost + XAI UNSW-NBI15 87.00 7.00 FNR: 12% [5] Frontiers

. o

VAE-GRU- KDD99 97.58 ; ﬁgg'f}?'?j g’oo3c PLOS

XGBoost ' [9] PEHIA: 1. One

ACIDS 1nno

(CNN+SMOTE | AWID 94.00 3.00 DR:100% s oV \o e

) atax [1]

YacoBi xapakrepucruku. llIBuakicte HaByaHHS Ta iH(EpeHUIl € KPUTUUYHUMHU (HaKTopamMH ISt
npomuciioBoro BrpoBajkeHHs. GA-ontumizoBaHi CNN-GRU Mopjeni JeMOHCTpYIOTh 4ac HaBUaHHS 8 CEKYHA
mopiBHAHO 3 10+ cexyrmamu i inmmx MeToxiB [3]. VAE-GRU-XGBoost moka3ye gac indepenmii 0.003 cexynmu npu
touHocTti 97.58% [9].

Y3aranpHIOBalbHA 3aTHiCTH. TecTyBaHHA Mozesell Ha pPi3HMX Habopax JaHMX BUSBISE NpOOIEMH 3
y3aransHeHHsIM. CNN-GRU-FF Monens nokasana He3HauHE 3HIKCHHS TogHOCTI pH niepexoii 3 NSL-KDD (99.68%)
Ha UNSW-NBI5 (98.22%), 110 CBiT4HUTE TIPO XOPOIITY aIalTUBHICTH [2].

ApXiTeKTypHi 0CHOBH Ta TexHOJO0riyHi iHHoBanii LLM

PeBosrontist y cepi 00poOKH MPUPOAHOT MOBH, CIIPUYMHEHA BIIPOBAPKEHHSAM TPaHC(POPMEPHHUX apXiTeKTyp,
3HaXOJUTh CBOE TPOJIOBKEHHS B rajy3i Kibepoesneku. MexaHnizm GaratorosnoBoi yBaru (multi-head self-attention), 1o
JIOKATh B OCHOBI IUX apXIiTEKTyp, BUSABISAETHCS OCOONMBO €(PEKTUBHUM JUIsl aHANI3y MEPEXKEBOTro Tpadiky, e
KOHTEKCTYyaJIbHI 3aJIeXKHOCTI MK OKPEMUMH MAKeTaMH MOXKYTh PO3TATyBaTHCs Ha 3HAYHI 4acosi iHTepBanu [11]. Ha
BIZIMIHY BiJl TpaJUUiHHKUX MiAXOMIB, SKi aHATI3YIOTh MEpexeBi Moii 1301b0BaHO, MexaHi3M self-attention no3Boiisie
MOJIeIl OJTHOYAaCHO BpPAxXOBYBATH BAXIIMBICTh YCIX YaCTHH BXiJHOTO NPOCTOPY, CTBOPIOIOYM IUTICHE PO3YMIHHS
MEpEeXEeBOi aKTUBHOCTI.

Apanrariss MOBHHX Mozeseil 1o crenngidHUX BUMOT MepexeBoi Oe3neku moTpedyBaia KapAWHAIHHOTO
MIePEeOCMHUCIEHHS Tporiecy TokeHizaril. Tpanumiitai NLP Tokenizaropu, po3pobieHi st oOpoOKH JTFOACHEKOT MOBH,
BUSIBIUTMCS HEe(EKTHBHUMHU ITIPH PoOOTI 3 MEpeXeBUMH IaHWUMH, L0 MAaIOTh INPUHIMIOBO IHIIY CTPYKTYpy Ta
CEMaHTHKy. BiAmoBigp Ha [eH BHUKIWK NPHUINUIA Y BUIISIII MPOTOKOI-YCBIIOMIICHOI TOKEHi3allil, ska BpaXxoOBY€
YHIKaJIbHI XapaKTEPUCTHKU PiI3HUX MEPEKEBUX IIPOTOKOJIIB.

Mogens ET-BERT [12] nemoHCTpye OAuH i3 HAHOIIbIl IHHOBAI[IMHMX MIAXOMIB J0 Ili€i mpoOiaeMu,
PO3pOOJISIFOUHN CeIlialIbHy CXeMy TOKEHI3aIlil [yt 3amudpoBaHoro tpadiky. 3aMicTh MPOCTOro po30OUTTS Ha OaiTH,
cUCTeMa BHKOPHUCTOBYE TPUPIBHEBY iepapxiro: OalT-piBHEBE TOKEHI3yBaHHs JUIS JETaJbHOTO aHANi3y, CTPYKTYPHY
CErMEHTAIlII0 Il PO3JIJICHHS 3aroJIOBKIB Ta KOPHUCHOTO HABAHTAXXCHHS BIAMOBIAHO 10 CHenu(iKu MPOTOKOJY, Ta
TEMIIOpalIbHE TPYIyBaHH [UIsl 00'€/IHAHHS TTOCTIIOBHUX MTaKETIB y JOTI4HI cecil Ha OCHOBI YaCOBHMX XapaKTEPUCTHK.

e 6impII JOCKOHAIOIO € iEpapXivyHa TOKEHI3allis, BOpOBaKeHa B pamkax Mozeni netFound [13], xe TokeHn
HIDKYOTO PIBHS TPEICTABIAIOTh KOHKPETHI MOJS MAaKeTiB, a TOKEHH BHUIIOTO DPIBHA BiIOOpaKalOTh arperoBaHi
XapaKTePUCTHKH MITNX MOTOKIB. Takuilt miAXix MO3BOJSE MOJAETI OJHOYACHO aHAN3YBaTH SK MIKPOCKOIIYHI JeTali
OKpEeMHUX TMaKETiB, TaK 1 MAKPOCKOIIIYHI TATEPHHU MOBEAIHKH [IUTHX MEPEKEBHUX CECIii.

OpHi€ro 3 HaHOUTBII CKIATHUX TPoOIeM y cdepi kibepOe3nekn € MOCTiiHa eBOJIOINisl TAKTHK, TEXHIK Ta
TIpoLeAyp 3JI0BMHUCHUKIB, 10 MPU3BOAUTH 10 sBUIIA Apeldy naHux. TpaaMiiiiHi cHCTEeMH MalIMHHOTO HaBYaHHS
CTpaXXAAOTh Bijl KaTacTpoiuHOro 3a0yBaHHs - HECIIPOMOKHOCTI 30epiraTi 3HaAHHS NP0 paHillle BUBYCHI THIH aTak
IIp¥ HaBYaHHI HA HOBHMX JaHWX. Cucremu Ha ocHOBI LLM mpomoHyIOThH eneranTHe pimieHHs Hiei mpobieMu uepes
BIIPOBA/DKEHHS MEXaHi3MiB Oe3nepepBHOro HapuaHH [14].

Oco6mmBo e(heKTUBHIM BHSBHIIOCS BHKOPHCTAaHHS IayCCOBUX CyMiIIed MoOJeNeit I KiacTepu3allii HOBUX
TumiB arak. Lle# miaxix 703BoJIsie CHCTeMi aBTOMATHYHO BHUSBIISITH KJIACTEPH HEBiAOMOTo Tpadiky Ta iHTErpyBaTH ix y
ICHyIO4y MOJeNh 3HaHb Oe3 BTpatu iHdopmarii mpo paHime BWBYEHI KiacH. EKcCiepuMeEHTaNbHI TOCIiIHKESHHS
JIEMOHCTPYIOTb, 110 BAKOPUCTAaHHS BOCBMHU-JJBAHA/ILIITH KOMITOHEHTIB 3a0e31eduye ONTHMAIbHIN OajlaHC MK TOUHICTIO
BUSIBJICHHSI HOBHX aTak Ha piBHi 95,6% Ta o0uncioBanbHOI0 eheKTHBHICTIO [14].

B po6orax [15, 16] po3rsHyTi cneniaizoBani Mojeni Ha 6a3i apxitektypu BERT. Ha Binminy Bi 3arasHUX
moBHUX Mozeneld, CyBERT OyB ninecnpsiMmoBaHo ajantoBaHUH U1t poOOTH B crieli(igHOMY KOHTEKCTI KibepOesnexH,
IO BKJIIOYAJIO PO3LIMPEHHS CIIOBHHMKA IOHAJ I'ATAECSATEMA THCSYaMM TEXHIYHUX TEPMiHIB, CHEUU(IUHUX IS i€l
Tary3i.

Apxitextypa CyBERT nepenbauae nBoeranHe npeATpeHyBaHH: CIIOYATKy MOJIENb HABYAETHCS HA 3araJIbHUX
TEKCTOBHUX Kopiycax Iuisi GopMyBaHHsI 0a30BOro pO3yMiHHS MOBH, a MOTIM MPOXOJHTh JOJATKOBE TPEHYBAaHHS Ha
CIIemiaji30BaHNX TeKCTax 3 Kibepoesnexkn. MoaudikoBaHnit MeXaHi3M MacKyBaHHS BPaXOBY€E CTPYKTYPHI OCOOIMBOCTI
TEXHIYHUX JOKYMEHTIB, III0 T03BOJISIE MOJIEINI KPaIle PO3yMiTH KOHTEKCT TePMiHIB Ta MOHATH, CIIEIH(DITHIX I TaTy3i
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Oe3mexn.

Pesynbratu BupoBakenust CyBERT e Bpaskarounmu: ToqHicTh Kinacudikariii 3asB npo 0e3neky 3pocina 3 76%
st crangaptHoro BERT no 94,4% nnst momenHo-agantoBaHoi Bepcii. Lle mokpalleHHS JEMOHCTPYE KPUTHYHY
Ba)XKJTUBICTB CIICIiaji3allii MOBHUX MOJENCH Ui KOHKPETHUX raly3ed 3acTocyBaHHs [15].

I'enepaTuBHi MoaeJi Ta iX 3aCTOCYyBaHHS

Po3pobka Hackphyr [17] npencrasise MpUHIMIOBO HOBUH MigXiJ A0 aBTOMAaTH3alii MPOLEAyp TECTyBaHHS
Ha IpoHUKHEHHS. L[ Monens 3 7 MinbsipiaMu napameTpiB, noOyaoBana Ha ocHoBi GPT apxirekTypu, Oyna creniaisHO
HaJIAIITOBAaHA IS IPOBEACHHS red-team ormepartiii, o BKIIFOYAIOTh CUMYJIAIIIO pealbHUX aTak IS OLIHKA CTIHKOCTI
cHCTEM OE3IEKH.

VYuikaneHicTs Hackphyr monsrae B moenHanHi AeKoaep apXiTeKTypH 3 CIIeliali3oBaHIM HA00POM JaHUX, IO
MICTHTB TIOHAJ II'SATCOT THUCSY CIEHApiiB TeCTyBaHb Ha NMPOHUKHEHHA. Mogems Oyia JOJaTKOBO IOKpamieHa depe3
3acrocyBaHHs Reinforcement Learning from Human Feedback, oo mo3Bommno migBHIUTH SKICTh Ta PEIEBAHTHICTS ii
pexomennauniii. IlopiBHsbHI TecTH mokasytoTh, mo Hackphyr nepesepurye GPT-3.5-turbo Ha 23% y ckinagHux
HEBIJJOMUX CLEHapiAX Ta J0ocsrae NpoayKTHBHOCTI, nopiBHsAHHOI 3 GPT-4, npu po0orti Ha oaHii rpadiunii kapri [17].

Oco01BO I[IHHOIO € 31aTHICTh MOZIEJI TeHepYyBaTH He JIMIIE TEXHIYHI peKOMEHAALII1, aie i MOsSCHEHHS JIOT1KU
aTak, o0 poOWThH ii MOTY>KHMM IHCTPYMEHTOM ]yl HaBYaHHS Ta PO3BHTKY KoMaHH KiOepOesneku. JlokanpHe
po3ropraHHs 3abe3neuye KOH(DIASHIIHHICTE omepaliii Ta 103BOJISIE OpraHi3allisiM IPOBOJUTH TECTYBaHHS 0€3 PU3HUKY
BUTOKY 4y TJIMBOI iHpopMartii.

BARTPredict [18] mpencTaBiiste peBONIOMIHHMIA IMiIXiT O MPOAKTHBHOI KiOepOe3nmeKn depe3 BIpOBaIKCHHS
JIBOKOMIIOHEHTHOI apXitekTypu. Ilepmmii koMmoHeHT, moOyxnoBanuii Ha ocHOBI BART Mmogerni, aHamizye icTopudHi
JaHI MepekeBOoro Tpadiky A TEHEpyBaHHS IPOTHO3IB MaHOyTHBOI aKTUBHOCTI. Jlpyruid KOMIIOHEHT, IO
BukopuctoBye BERT apxiTekTypy, omiHIOe iepeabadeHuii Tpadik Ha MpeaMeT MOTeHIiHHO1 3moBMucHOCTI. et miaxin
JIO3BOJISIE CHCTEMI HE ITPOCTO pearyBaTH Ha aTakH Micis iX MoYaTKy, ajne i nepeadadaTy MOTEHNINHHI 3arpo3u Ha OCHOBI
MOTIEPEIHIX IHAMKATOPIB. APXITEKTypa ONTHMIi3ye KOMOIHOBaHY (QYHKIIIO BTpaT, OO0 OallaHCy€ TOYHICTh
nepeabaveHHss MaOyTHROrO Tpadiky 3 SKICTIO HOro Kiacudikailii, 3a0e3neuyroun BUCOKY e(EKTHBHICTH 000X
KOMITOHEHTIB cucTeMu. ExcrniepumenTanbHi pesynbratd Ha Habopi ganux CICIoT2023 neMOHCTpYIOTH Bpaxarody
3arajbHy TOYHICTb Ha PiBHI 98%, 110 MiKpecroe MOTEHIia] TeHEPaTUBHUX MOJIeNIeH /IJIsi CTBOPEHHS MPOAKTHBHUX
cucteM 3axucty. OCo0JIMBO BAXKIMBOIO € 3aTHICTh CHCTEMH aIJalITYBaTHCS 10 HOBUX MATCPHIB aTak uepe3 Oe3nepepBHe
HaBYaHHS HA OHOBJICHHX JIAHUX.

BuCHOBKH 3 1aHOT0 10CTiTKeHHSs
i mepcneKTHBHU NOAAJIBIINX PO3BiIOK Yy JAHOMY Hanpsmi

[IpoBenenmii aHaNi3 JKEepen AEMOHCTPYE KPHTHYHY IPOOIEMy HEAOCTATHBOI aJanTHBHOCTI TPaaWIiHHHX
CHCTEM MEPEKeBOl 03K 10 IIBUIKO €BOTIOMIOHYIOUNX Kibep3arpo3. JocimkeHHs minTBepIKYIOTh (GyHIaMECHTAIBHI
00MeXeHHS MTPaBUIIO-OPIEHTOBAHUX Ta signature-based cucTeM y KOHTEKCTI Cy9acHOTO JIaHAmAadTy Kidep3arpos.

TakuM 9MHOM BH3HAYCHI KIFOYOBI PIMICHHS MPOOJIEMH aJalITHBHOCTI.

1. BrpoBamkenns agantuBHux Al-cuctem Oe3nexu.

CyuacHi Al-Meromy AoCAraloTh BHCOKMX IIOKa3HHMKIB TOYHOCTI (87-99.68%) mpu KOHTPOJILOBaHMX
KoedimienTax XUOHOMO3UTUBHUX crpaiboByBanb (0.0947-7%). OcobnuBo eheKTHUBHUMH BUSBUIHMCSA aHCaMOJIEBI
migxoau ta ontumizoBai GA riopumui CNN-GRU apxitekTypw, siKi 37aTHI AWHAMIYHO alalTyBaTHCS 10 HOBHX THUIIIB
aTak 0e3 py4HOTrO BTPpy4aHHS.

2. Po3BUTOK cucTeM Oe3MepepBHOTO HaBYAHHS.

BrpoBamkenas LLM-0a3oBaHux cucTeM 3 MeXaHi3MaMu Oe3NepepBHOrO HAaBUAHHS [I03BOJISIE BUPIIIUTH
npobiieMy KatacTpodiyHOTO 3a0yBaHHS TPAJULIHHMX cHcTeM. JOCTiPKeHHS TOKa3yIoTh AOCATHEHHS 95% TowyHOCTI
BUSIBJICHHSI HOBHX aTak Ipy 30epekKeHHI 3HaHb IPO MONEpeaHi THITH 3arpo3 [22].

3. CTBOpEeHHSA TIOpHIHUX apXiTEKTYP.

Komb6inyBannsa pizaux Al-mimxomiB (CNN-GRU, Transformer-based apxitektypu, aHcamOneBi MeTOIH)
3a0e3nedye MOAoJIaHHA OOMEXEHb CTAaTHYHHMX CHCTEM 4epe3 3AaTHICTh JI0 aHajli3y SK MPOCTOPOBHX, TaK 1 YaCOBHX
NaTepHIB aTak.

4. BrpoBajpKeHHS! TPOAKTUBHHUX CUCTEM 3aXHCTY .

I'eneparuBHi Mmozxeni Tnmy BARTPredict 7eMOHCTPYIOTh MOXKIMBICTh NepeOadeHHs MOTSHIIHHIX 3arpo3 3
TOYHICTIO 98%, 0 KapAMHAIBLHO 3MIHIOE MTAPAAUTMY BiJl PEAKTUBHOTO JI0 TPOAKTHBHOTO 3aXHUCTY.

5. Po3Burok nosicaroBannx Al-cuctem (XAI)

IaTerpaniss MexaHi3MiB TIOSICHIOBAHOCTI [JO3BOJISIE BUPIIIMTH 1pobiemy "dopHoi ckpuni" Al-cucrem,
3a0e3Meuyrour IPO30PIiCTh PIllICHb P 30€pEeKEHHI BUCOKOT TOYHOCTI BUSBJICHHS.

Mertoau 3 oBeieHOI0 €(heKTUBHICTIO Ha CTaH1apTH30BaHKuX Habopax ganux (CICIDS2017, UNSW-NBI1S5, NSL-
KDD) rortoBi ais NpOMHCIOBOTO BIIPOB3/KEHHS 32 YMOBH HAaJIeXHOI IEPEBIPKM y CHenU(iYHHX CepeNoBHIIAX
opraHizaniil. PexoMeHIyeThCsl OSTaHUIA MiAXiJ 20 BIPOBapKeHHS Al-TeXHOOrii 3 akIeHTOM Ha riOpuaHi pilleHHs,
IO IOEJHYIOTH TIEPeBar Pi3HUX apXiTeKTyp Ta 3a0e3NedyroTh OajlaHC MK TOYHICTIO, IIBUJIKOJIEIO Ta 3/IaTHICTIO JIO
iHTepIIpeTanii.

Po3BHUTOK (eiepaTUBHOTO HaBUAHHS, KBAHTOBHX AJITOPUTMIB Ta aBTOHOMHHX CHCTEM 3aXHUCTY BIIKPHBAE HOBI
MOJKJIMBOCTI JJIsI CTBOPEHHS OiMbII e(heKTHBHUX Ta MAcIITa0OBAaHUX pillleHb Kibep3axucTy, 3JaTHUX IWHAMIYHO
aJanTyBaTUCS O MiHJIIMBOTO JaHAMA(Ty Kibep3arpos.

OCHOBHHI1 BUCHOBOK: MPpo0JieMa HeIOCTATHBO1 aJalTHBHOCTI TPAAUIIIMHUX CHUCTEM MEPEXKEBOi O€3MEKU MOXKeE
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Oyt e(eKTHBHO BHUpIlICHA UYepe3 BIPOBAPKCHHS IHTENEKTyaIbHUX aJalTHBHUX CHCTEM Ha OCHOBI IITYYHOTO
IHTCIIEKTY, 3[JaTHUX 10 CaMOHABYAHHS, JMHAMIYHOI MOIMQIKAaIii CTpaTeriii 3aXucTy Ta MPOAKTHBHOTO BHSBICHHS
3arpo3 y peajibHOMY 4aci.
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